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compared to offline shopping in terms of information, convenience, cost, and choice. Besides
>
consumers are afraid of providing personal information to online shopping websites as they feel

it may be misused. The study focuses on understanding the threats and risks in electronic

commerce.
Review of Literature

Ellen R. et al (1993) opined that profession faced ethical conflicts because application of
these technologies commonly invades consumer privacy. They examined the ethical dimensions
of marketing practice in relation to consumer privacy. After examining current and potential
mechanisms to safeguard consumer privacy, the authors concluded that marketers must make an
active commitment to ethical behavior in that area if restrictive legislation was to be avoided.

Roth (2000); enlists the pros and cons being the online business elaborately. Though
seems popular trend, getting online has some limitations. Internet basedstrategies have not yet
become a reality for most of the businesses. This is mainly due to cost implications, incapability
of the systems the reality that their external business associates are not joining the E-business
bandwagon yet.
Significance of the Study

E-commerce threat is using the internet for unfair means with an intention of stealing,
fraud and security breach.There are various types of e-commerce threats. Some are accidental,
some are purposeful, and some of them are due to human error. The most common security
threats are phishing attacks, money thefts, data misuse, hacking, credit card frauds and
unprotected services.The study focuses on understanding the threats and risks in electronic

commerce and how the customers can make careful transactions to avoid falling a prey to them.
Research Objectives

1. To analyze the profile of customers

2. To understand the threats and risks in electronic commerce

Hypothesis of the Study
H, Buyers think that electronic transactions are notsecure.

H; Buyers think that electronic transactions aresecure.

Research Methodology ' . .
This research is based on Primary as well as Secondary Data analysis, which comprises

of:
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Limitations of the Study .
al science rescarch, the study is not free from limitations since the styq
y

Being a soci
data for drawing inference, the coverage of the study has beey

involves the use of primary

limited to Mumbai City.
Primary data is obtained from online shoppers based on convenience sampling Most of
. of |

the questions were answered on a basis of small recall of the experience of online shopping
y |

the respondents. Therefore accuracy and reliability of the data is doubtful.

Online Retailing or E-Commerce
E-commerce is a transaction of buying or selling online. Electronic commerce draws on |
on

technologies such as mobile commerce, electronic funds transfer, supply chain management, |
Internet marketing, online transaction processing, electronic data interchange (EDI) inventory
management systems, and automated data collection systems. Modern electronic commerc
. e |
typically uses the World Wide Web for at least one part of the transaction's life cycle although it
may also use other technologies such as e-mail. Typical e-commerce transactions include the |
urchase of onli 1
(1;. - online books (such as Amazon) and music purchases (music download in the form of
1gital distribution such as iTu
nes Stor i
) | e), and to a less extent, customized/personalized online
quor store Inventory services There are three
. . . areas of e-commerce: online retail, electric
ets, and online auctions. E-commerce is
ol 1 supported by electronic business.
e 1: Cross Tabulation of Educational i i
Qualification and Internet Proficiency

| E——— B
Internet Proficiency Total

Extremely | Somewhat

Qualification W Familiar Familiar
owithin e 26 | 0
i 48.0% 52.0% 100.0%

| Qualifieation
|
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Graduate Count 41 28 69
% within 59.4% 40.6% 100.0%
Qualification
Post Count 49 24 73
Graduate % within 67.1% 32.9% 100.0%
Qualification
Professional | Count 26 11 37
Qualification | o4 within 70.3% 29.7% 100.0%
Qualification
Total Count 140 89 229
% within 61.1% 38.9% 100.0%
Qualification

Source: Survey Data
The above table shows that majority of the Professionally Qualified respondents are
extremely familiar with Internet usage. They are followed by Post Graduates, Graduates and
HSC educated respondents.

Experience of Exchanging an Electronic Good Online

An easy return or exchange process is customer friendly whereas, a difficult return or

exchange process makes customer retention a challenge for an organization.

Table 2 : Ease in Exchange or Return of Products

Frequency | Percent Cumulative Percent
Easy 95 41.5 41.5
Easy but time consuming 114 49.8 91.3
Difficult 20 8.7 100
Total 229 100

Source: Survey Data

The above table reveals that 41.5 percent of respondents think the return or exchange

process of an electronic good online is easy, 49.8 percent of respondents think the return or

exchange process of an electronic good online is easy but time consuming whereas 8.7 percent of

respondents think the return or exchange process of an electronic good online is difficult.
Security of Online Payment

payment online (card payment/e-wallet payment) determines the level

Security of making

of trust that the consumer has in the e-commerce website.
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Table 3.Sccurity of Onlin® payment |
Frequency Percent Cumulative Percent
Yes —1s7 | 086 68.6
~No | 72 314 100
Towl |22 100
N Source: Survey Data

f respondents think that online transactions are G
Te |

The above table shows that 68.6 percent O
ctions are not secure.

and 31.4 percent of respondents think that online transa
ment by the
y respondents in not using O

Online Payment by the Respondents

Rcspondents

Perceived Risk in Online Pay
nline payment methods

This is to study the risks perceived b

Table 4 : Perceived Risk during

F-/’/W Percent | Cumulative Percent |
Misuse of Card 46 20.1 63.9

Password hacking 21 9.2 93.1 T
Attack of Spam Messages 5 2.2 100

Total 72 31.4

Respondents not considered 157 68.6

Total 229 100

Source: Survey Data

Out of the respondents who think that online payment transactions are not secure (314 |

percent shown in Table 4.22), 20.1 percent of respondents think that their credit or debit card !
information will be misused, 9.2 percent of respondents think that their ATM pin will be hacked
and 2.2 percent of respondents think that they will be attacked by spam messages in thei |

ir

mailbox or message inbox.

C . I 1. ] . ] . ] [_\ ] . 3 TI

all e-commerce websites are secure.
The consum
ose. Whi ers need to very careful while exchanging any data for online shoppi
A 1le maki . shopping
A Ing payment online, one should be careful and not mak t = th
pin of the debi . (e a transaction wi
it/credit card, but make the transaction with the help of OTP (One Ti
ne Time

Password). O
). OTP ensures that your online transaction is secure
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It can be concluded that ‘Website is the next showroom’. There is a rapid boost in e-
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